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Abstract

An Advanced Encryption Standard (AES) has been the most popular block cipher in the last
two decades. It has been extensively analyzed and efficiently implemented. Since 2000, an AES
has been preset to be upgradable from the current 128-bit key to 192-bit key and finally 256-bit
key on the same 128-bit plain text-cipher text block. A new call for 256-bit standard symmetric
cipher is expected by 2030. Currently, an input file runs in kilobytes. It is apparent that a more
practical cipher ismuchneeded in handlingdaily task of protecting an important document from
a user stand point of view without having to go through technical knowledge of encryption. A
symmetric cipher has been traditionally operated on a small block. In this paper, however, a new
proposal on a large 2048-bit block cipher using 256-bit key is presented.
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